
Privacy Policy (General) 

Updated April 2020 

We at Omnicom Health Group ("we·, ·us· or ·our") respect your privacy. 

Omnicom Health Group is a company located in the United States. 

This privacy policy applies to the processing of personal data by Omnicom Health Group 

and the agencies within the OHG network in the United States. 

Please see our GDPR Privacy Policy for how we, to the extent we are subject to the General 

Data Protection Regulation, process your personal data. 

If you are a California consumer and would like information about our on line and offline 

privacy practices and your privacy rights, please see the section of this Privacy Policy 

called "California Consumer Privacy Statement." 

PURPOSE OF THIS POLICY 

This privacy policy ("Policy") explains our approach to any personal information that we 

might collect from you using this website (the "Site") and in other situations or interactions 

with us, as well as the purposes for which we process your personal information. This 

Policy also sets out your rights in respect of our processing of your personal information. 

This Policy will inform you of the nature of the personal information about you that is 

processed by us and how you can request that we delete, update, transfer and/or provide 

you with access to it or otherwise cease processing it for a specific purpose. This Policy is 

intended to assist you in making informed decisions when using this Site or otherwise 

providing personal information to us or in other situations where we may process your 

personal information 

This privacy notice is not intended to apply to the processing of personal information of 

Omnicom Health Group employees which is dealt with under our separate workplace 

privacy policy. 

TYPE OF PERSONAL INFORMATION COLLECTED 

Personal information is information that identifies you as an individual. Categories of 

personal information we collect include: 

• contact information (e.g. name, physical address, telephone number, email address),

• information about your interests or affiliations,

• information for hiring and human resources (e.g. employment and education history, 

work eligibility status, date of birth, financial account information, government-issued 

identification information), and 

• additional information you submit to us.

Additional information about the personal information we collect is described in the next 

section HOW WE USE PERSONAL INFORMATION below 

WAYS OF OBTAINING PERSONAL INFORMATION 

We may collect and receive your personal information using different methods: 

Personal information you provide to us. You may give us your personal information 

directly. This will be the case when, for example, you contact us with enquiries, complete 

forms on our Site or in hard copy or participate in a survey, subscribe to receive our 

marketing communications or provide feedback to us otherwise through your interactions 

with us. 

Personal information received from third parties. From time to time, we will receive 

personal information about you from third parties. Such third parties may include analytics 

providers, payment providers, hotel and transport providers and third parties that provide 

technical services to us so that we can operate our Site and provide our services. 

Publicly available Personal information. From time to time we may collect personal 

information about you from publicly available sources or media reports or personal 

information about you that you or a third party may make publicly available to us (for 

example through speaking at events or publishing articles or other news stories). 

HOW WE USE PERSONAL INFORMATION 

Our primary goal in collecting personal information from you is to: 

• verify your identity, 

• provide our services to clients; 

• help us improve our products and services and develop and market new products and

services,

• carry out requests made by you to us,

• investigate or settle inquiries or disputes, 

• comply with any applicable law, court order, other judicial process, or the requirements

















as defined in the Family Educational Rights and Privacy Act (20 U.S.C. Sec. 1232g; 34 

C.F.R. Part 99) 

• Inferences drawn from any of the information identified above to create a profile about 

you refiecting your preferences, characteristics, psychological trends, predispositions, 

behavior, attitudes, intelligence, abilities, and aptitudes. 

3. California Consumer Privacy Rights 

You have certain choices regarding our use and disclosure of your personal information, as 

described below. 

Access: You may have the right to request, twice in a 12-month period, that we disclose to 

you the personal information we have collected, used, disclosed and sold about you 

during the past 12 months 

Deletion: You have the right to request that we delete certain personal information we have 

collected from you. 

We do not sell, and have not sold in the previous 12 months, consumers' personal 

information. 

How to Submit a Request: To submit an access or deletion request, click here or call us at 

1-800-306-7508 

Verifying Requests: To help protect your privacy and maintain security, we will take steps to 

verify your identity before granting you access to your personal information or complying 

with your request If you request access to or deletion of your personal information, we may 

require you to provide us with information about you to verify your identity. The type of 

information that we ask for may vary depending on the type and sensitivity of the personal 

information we hold about you or that you request. If additional information is required to 

verify your request, we may contact you to provide us with that information before 

responding to your request for access or deletion. In addition, if you ask us to provide you 

with specific pieces of personal information, we will require you to sign a declaration under 

penalty of perjury that you are the consumer whose personal information is the subject of 

the request. If you designate an authorized agent to make an access, deletion or opt-out of 

sale request on your behalf (7) we may require you to provide the authorized agent written 

permission to do so, and (2) for access and deletion requests, we may require you to verify 

your own identity directly with us (as described above). 

Additional Information: If you choose to exercise any of your rights under the CCPA. you 

have the right to not receive discriminatory treatment by us. To the extent permitted by 

applicable law, we may charge a reasonable fee to comply with your request. This 

Statement is available in alternative formats upon request. Please contact 

Qrivacv@omnicomhealthgrouQ com to request this Statement in an alternative format 
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